
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

ISO/IEC 27701:2019 is a standard that provides with a 

set of requirements that helps an organisation to build 

their Privacy Information Management System (PIMS). 

This course provides with a comprehensive knowledge 

on how ISO/IEC 27001:2013 based ISMS can be 

extended to protect the personal information dealt 

with by an organisation.  

The course covers how the ISMS standard has been 

extended to cover the PIMS requirements and how the 

ISMS can incorporate PIMS as well.  

Learn how to apply auditing principles, plan, conduct, 

report and follow up an audit. 

A coveted certification for a Privacy Professional 

GRC Mentor 

For whom is this? 
IT Auditors 
Privacy Auditors 
Information Security Professionals 
Privacy Professionals 
IT Managers 
Consultants 
Legal Professionals 
PII Controllers  
PII Processors 
DPOs 
CISOs 
Anyone wanting to audit a PIMS 

 

Prerequisites: 

 Existing ISMS LA certificate (for 3 days course) 

 Knowledge on information security and privacy 

concepts 

Presented as a three days course for existing ISMS LA 

certificate holders and as a five days course for others. 

ISO/IEC 27701:2019  
Security techniques — Extension 
to ISO/IEC 27001 and ISO/IEC 
27002 for privacy information 
management — Requirements 
and guidelines 

Course faculty: 
Course is delivered by a privacy practitioner who is an 
implementation consultant, an assessor and an industry 
expert with extensive experience. 

For course delivery, contact: 
 

training@grcmentor.com / +91 7 829 729 829 

Delivery approach: 
Exercises 
Role plays 
Quizzes 
Group discussions 
Deliberations 

www.grcmentor.com 

Examination: 
Descriptive 
Paper based 
2 hours duration 

The standard outlines a framework for Personally Identifiable 
Information (PII) Controllers and PII Processors to manage 
privacy controls to reduce the risk to the privacy rights of 
individuals 

 A Privacy Auditing Certification 

Globally Recognised 

Suitable for Controller and Processor 

Acts as Basis for a Robust PIMS 

An Add-on to InfoSec Capability 


